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YOUR NEXT ATTACK?
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CYBER ATTACKS PRICE TAG
Cybersecurity awareness is more critical than you think.
Cyber incidents can come with a hefty price tag. If you’re struggling to allocate a budget to cybersecurity
training, tools or talent, you should think about it through risk management.

 
With an ever-rising number of cyber-attacks each year, the risk of not educating your employees on
cybersecurity awareness only continues to grow.

www.kenfil.com
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PROTECT YOUR
ORGANIZATION

Cywareness allows you to maximize 
your employees cybersecurity potential 
by exposing them to the most relevant 
cybercrime scenarios on an ongoing 
basis, with no additional requirements 
or resources from your IT team



ATTACKS

5



200+ PHISHING EMAILS
TEMPLATES & SMS’s
Phishing simulations are easier than ever

Cywareness allows you to deploy 
smart simulated attacks in multiple 
languages on your employees by both 
email and SMS 

The platform includes micro-training 
sessions to teach the user how to 
identify future attacks
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INSIGHTS
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FULL VISIBILITY 

Get a complete understanding of your
employees strengths and weaknesses

Get analytics of each simulated attack, from 
opening an email to inserting data into our 
phishing page. Full flexibility allows you to analyze 
the performance of each employee, team, 
department, or even office. 
Our analytics give you a view of how your 
employees have done compared to previous 
campaigns.
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GET PHISHING ALERTS
Real-time alerts when a user interacts with a campaign. 
These alerts can be viewed in our dashboard as well as 
be sent by email.
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DATA ANALYZING & REPORT
ONE-STOP shop for all your insights



TRAINING
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AUTOMATED TRAINING
PROGRAM

No additional resources
Provide an automated cybersecurity educational 
experience based on real-life threats aimed towards 
every employee of all cyber awareness levels and 
technological background with no additional resources 
from your security team.

The goal of phishing training is to improve employee 
defense against phishing attempts. 
Our phishing training includes quizzes and videos to 
show employees how to spot phishing emails and be 
aware of cybersecurity threats and respond to these 
risky threats.
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INSTANT MICRO
TRAINING 
Have your employees identify the
latest phishing vectors in no time 

If an employee falls for a simulated attack, 
they will receive an instant micro training, 
showing them what they missed and what 
to look out for. The employee’s awareness 
level will rise by providing the training 
instantly, ensuring the organization is in safe 
hands if they ever face a genuine phishing 
email.
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ONBOARDING & TRAINING
VIDEOS
New Compliance Training Content Delivered 
Easily and Effectively including Rosalia and 
OnBoarding Videos

Multi Languages Quizzes 

ROSALIA CYBER AWARENESS CLASS
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NEW TRAINING 
PROGRAM EXPERIENCE

Get a complete understanding of your
employees strengths and weaknesses

cybersecurity awareness new training experience 
that uses engaging, micro-learning videos to 
empower individuals and organizations to become 
defenders against cyber threats.
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SUPPORT MULTI-LANGUAGES QUIZZES
Our system supports numerous smart testing languages, allowing you to 
deliver them to your employees and educate them on the dangers of 
phishing.
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TRAINING SUMMARY
Get your employees results quickly and easy 



DEFENCE
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YOUR EMPLOYEES ARE YOUR
BEST DEFENSE LINE

Provide your employees with tools to protect
against and manage cyber attacks

Imagine that your employees could be your strongest 
defense against cyber attacks, rather than a potential 
area of weakness. Employees must be able to spot the 
types of attacks that may compromise company
networks and be ready to use best practices and 
available tools against cyber attacks like our report 
button:
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MANAGE ANY POTENTIAL
PHISHING ATTACK

Automate and scale your reposone process for
a potential cyber attack

Get a fast understanding of every email that your 
employees report as suspicious with Cywareness 
security tool, you will be able to to examine the email’s 
code, hidden links and attachments to determine if the 
email is malicious or safe. All of the communication with 
the employees in this kind of an event will be 
automated by Cywareness, allowing fast response and 
scale for the security teams.
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